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ANNEX 

Warfighter Information Network–Tactical 

 COMMUNICATIONS PAYLOAD (WCP)

FOR

UNMANNED AERIAL VEHICLES 

1.
General Description of Operational Capability.

     1.1.
Statement of Need. The WCP as a component of the Warfighter Information Network – Tactical (WIN-T) is a mission critical system for the Objective Force (OF).  It supports the Joint Vision 2020 commander’s critical requirements for exchange of accurate C4I information (including Signal Intelligence, Electronic Warfare, and Information Operations) amongst widely dispersed units.  The WCP will provide responsive command and control by supporting the extension of communication resources to highly mobile ground forces operating over extended ranges, in complex terrain, and for prolonged operations.  WCP will provide required range extension for the Maneuver Unit of Action (UA) Infospheres. At the Unit of Employment (UE), WCP will provide command centers and staff elements with the communications capabilities (i.e. link to adjacent UEs, subordinate UAs, sustaining base, Joint, Allied and Coalition forces).  
     1.2.
Describe the overall Mission Area.  The WCP as part of the WIN-T architecture will be a component of the GIG and support the following Joint Mission Areas:  Dominant Maneuver, Command and Control, Deployment and Redeployment, Focused Logistics, Multinational Ops/Interagency Coordination and Information Superiority.  

     1.3.
Analysis of Non-Materiel Solutions.  Operational and support concepts for the OF will rely more heavily on knowledge and exchange of quality information (e.g., timely, relevant, and actionable) throughout all echelons. Changes in doctrine, training, organizations, or logistics support will not individually satisfy OF communications requirements.  A new high-speed, high-capacity, mobile communications infrastructure providing new materiel solutions in conjunction with the ability to rapidly and collaboratively develop and implement new doctrine, training, and new organizations is needed to support 21st century Warfighter requirements.  Future doctrine must address changes required to employ communications systems that connect current, interim, and objective forces. 


1.4.
Identify the Capstone Requirements Documents (CRD) and supporting concepts, MNS, and ORDs.
WCP supports or is supported by the following documents:

•
The JROC approved Information Dissemination Management (IDM) CRD, 22 January 2001 (Note:  document was retired and used for reference only)

•
The JROC approved Global Information Grid (GIG) CRD, 30 August 2001

•
The JROC approved Satellite Communications (SATCOM) CRD, 24 March 2003
•
Combat Identification (CID) CRD, 19 Mar 01

•
CAS CRD, 6 May 02, JROCM 067-02

•
Joint Tactical Radio System (JTRS) ORD

WCP supports, or is supported by, the following additional documentation: 

•
The Army Digitization Master Plan

•
Force Projection Army C4I Support, CG TRADOC, February 1992

•
The Army Enterprise Strategy, Army Chief of Staff, January 1993

•
The U.S. Army 1998 Modernization Plan, Secretary of the Army, April 1998

•
The ORD for Force XXI Battle Command Brigade and Below (FBCB2) Version 5.2, dated 23 September 1998

•
Joint Vision 2020

•
TRADOC PAM 525 (Draft), The United States Army OF Operational Concepts, Operational Design Constructs and Material Needs Applications

•
Mission Needs Statement for the Future Combat Systems (FCS)

•
Statement of Required Capabilities (SORC), Future Combat Systems (FCS), 2 Nov 01

•
The OF Unit of Employment Concept 

•
The OF Unit of Action O&O (22 July 2002)

•
The OF C4ISR Concept

•
Land Warrior (Objective Warrior) ORD, 31 October 2001

•
Trojan Spirit to WIN-T Migration Plan

•
Horizontal Integration of Battle Command (HIBC) MNS, 10 January 1995

•
Objective Force Tactical Communications Infrastructure (TCI) - Mission Needs Analysis(MNA) 

•
AROC approved Secure En route Mission Planning ORD, 19 March 2003

•
JROC approved Future Combat Systems ORD, 15 April 2003
•
Distributed Common Ground Station-Army (DCGS-A) ORD 


1.5. Describe the Proposed System. The WCP will be a dynamic system designed to augment the WIN-T network throughout the transformation campaign plan (TCP). The WCP will transport situational awareness (SA) and Command and Control (C2) voice, data, video to units that are physically dispersed Beyond Line-Of Sight (BLOS) of terrestrial based communication resources.  Legacy Force units will not be able to take full advantage of the mobile "ad hoc" capabilities provided by the WCP due to the limited bandwidth of current Combat Net Radio Systems.  When properly positioned the WCP will be able to provide connectivity and routing for the exchange of information.  The programmable, "plug and play" nature of the WCP will allow the WCP to adapt to the future communication requirements of the Objective Force.  WCP shall be modular in design and scaleable to users’ requirements when installed on supporting UAV platforms. It will interface with WIN-T which provides a combination of terrestrial, and satellite-based transmission systems to provide robust multi-layer connectivity supporting operational maneuver from strategic distances.  

1.5.1 Define the Missions. WCP will support the warfighter by providing range extension and information dissemination for command posts to support the execution of tactical operations. 

For example, WCP will interface with WIN-T to receive communication signals from ground, other airborne, or satellite systems and transmit these signals to intended destinations that support mobile battle command, rapid displacement of battle command systems, and situational awareness.

1.5.2  Operational and Organizational (O&O) Description. The following paragraphs outline the ways in which the WCP, as a component of WIN-T, will support the OF. 

1.5.2.1 Force Benefit. The Army's WIN-T communications network consists of terrestrial, airborne, and space layers.  Network components in each layer will be interconnected with those in the other mutually supporting layers to form a survivable, self-configuring backbone.  This "layered redundancy" ensures there is no single point of failure and will reduce technological and programmatic risks incurred by over-dependence on communications assets in any single layer.  The WCP will operate in the airborne layer to support the exchange of information required by the Warfighter.  These resources will be combined to operate as a single integrated Army network, which becomes a fully integrated part of the GIG.  The WCP mode of operation (frequencies, transmission media, power consumption, etc.) is capable of being remotely changed to reflect a rapidly changing battlefield and volatile network topology.  The network developed via this airborne layer is a component of the multilayer architecture (infosphere).  This network is able to freely exchange various multiple waveforms simultaneously.  

1.5.2.1.1 The WCP aboard a UAV will serve as a mobile communications translator and relay for range extension, and be capable of providing signal service from initial entry to transition operations, without need for personnel support and/or ground defense requirements.  The WCP, as a component of the WIN-T, will allow the Army to leverage existing communications systems.  In concert with transformation objectives and increased reliance on joint communication, the WCP, as a component of WIN-T, will support joint interoperability of forces as designed by the WIN-T Nwtwork.  By virtue of its physical location and line-of-sight (LOS) relation to ground based radio communications systems, the WCP will overcome traditional terrestrial LOS limitations caused by distance, terrain and manmade obstacles.  This will facilitate the connectivity of mobile, stationary and isolated and dispersed forces.  The WCP will further support joint and coalition operations by allowing the WIN-T Network to link forces at increased range, allowing for advanced planning, preparation, and coordination.     

1.5.2.1.2 The WCP, as a component of the WIN-T Network, could objectively serve as a surrogate satellite to augment theater satellite capabilities by providing additional capacity and connectivity.  It would provide a more efficient use of bandwidth, allowing for reutilization of spectrum over more discrete locations and a lower probability of intercept and detection (LPI/LPD) for ground elements.  This would provide significant improvements in received power density compared to that of satellites, improving reception and decreasing vulnerability to jamming.  

1.5.2.2 Employment.

1.5.2.2.1 General.  

1.5.2.2.1.1 Pre-Deployment Operations.  During this phase of operation, the G6 Network Operations (NETOPS) cell, as part of the WIN-T NETOPS, develops an operational and a frequency plan for use of the WCP in support of operational objectives.  Planning at this stage will consist of: Determining required coverage areas; frequencies; Identification (unit, individual numbers) of users by echelon (locations); data users; voice users; UAV altitudes for optimal coverage; network integration; communications modes; etc.  Due to the large footprint of the HAE UAV, coordination for UAV frequency usage with a large number of organizations (Joint, Allied, adjacent units, etc.)  will be necessary. This coordination will need to determine, among other things, the numbers of simultaneous users that can connect to the network; methods by which "over use" or "collisions" will be handled and avoided; who has responsibility for managing the network at various echelons; and so on.  For example, if the UAV footprint covers other Army brigades or divisions, other service units, commercial sites, etc., the UAV planner must coordinate with those organizations to deconflict frequency use prior to deployment.  Operationally, the WCP will be configured to support the G6’s plan during pre-deployment operations.  

1.5.2.2.2 Deployment and Initial Entry Operations.

1.5.2.2.2.1  The WCP, as a component of WIN-T, will be deployed on a UAV and will arrive on station no later than arrival of the initial troops.  Control of the WCP at this time will be through the HSOC until the Network Operations Cell (NETOPS) is established within the AOC.  The senior Army network manager will continually monitor ground operations and provide adjustments to the UAV pilot in order to maintain network connectivity throughout the WCP footprint.  At this stage of operations, the overall network will be immature, but will continue to expand as follow-on forces arrive in theater.

1.5.2.2.2.2  Assuming an immature area of operations (AO) and communications infrastructure, the WCP will focus on range extension in support of those units within the UA.  The primary uses will be for transmission of command and control information, collaboration, situational awareness, and planning.     

1.5.2.2.3 Shaping and Decisive Operations.  

1.5.2.2.3.1 During this phase of operations, the network will be expanding.  The Network Operations (NETOPS) cell will provide WCP Ground Controller (WGC) functions providing for payload control and functionality to the WCP. The senior Army network manager with the WGC will assume control of the WCP.  The NETOPS Cell must closely track the battle as it unfolds, to adjust or re-position UAV assets due to rapidly moving units and battlefield tempo.

1.5.2.2.3.2 As the overall network expands, the focus will switch to extension of the network to units above the UA level.  While range extension will still be required for the UA, the strategic advantage of the WCP will be leveraged to permit rapid maneuver of units spread over large distances. 
 In this capacity, the WCP on the UAV will act to augment operational objectives.  Furthermore, the translation capability of the WCP will greatly improve the opportunity for WIN-T to communicate across joint systems. 

1.5.2.2.4 Sustainment and Transition Operations.  As operations progress, the load of the WCP will migrate toward other WIN-T systems.  At this time, more network systems will be in the AOR, thus allowing the continuous connectivity to be maintained by tactical level and fixed assets.  The WCP will continue to play a role in supporting deep/contingency operations. 

1.5.2.3 Organizational Description.  

1.5.2.3.1 Basing.  WIN-T personnel will install, operate, and maintain the WCP payload, to include conducting any required manual pre-flight configuration of the payload.  In the case of HAE/UAV, the WCP will be installed on the AF platforms as required.  Staging of the WCP will be performed from locations adequate to support operations.  

1.5.2.3.2 Operating.  The WCP, as a component of WIN-T, will provide continuous dedicated coverage to an AOC in support of operational objectives.  Continuous support will begin at initial entry and continue until WCP support is no longer required.  Coordination for HAE-UAV support will be requested within the NETOPS Cell, and use/control of the payload will be managed by the highest level NETOPS Cell.  

1.5.2.4 Other Systems With Which to Interact. 

The WCP, as required by WIN-T, shall interface (voice, video/multimedia, data) with legacy and OF Army tactical, strategic, sustaining base, Joint, Allied, Coalition, and U.S. commercial networks to facilitate access to National and strategic assets and support the role of a JTF Headquarters and JFLCC. 
1.5.2.5 Dependencies.

1.5.2.5.1 WCP Dependencies.  As a component of the UAV platform, the WCP will depend on the UAV for power.  Further, it will be subject to the environmental and electromagnetic co-site interference factors inherent in the UAV and the systems the UAV depends upon.  The WCP will additionally interact with the WGC for electronic control of the functions of the WCP.  Finally, the WCP will interact with test and diagnostic equipment of both itself and the UAV. 
1.5.2.5.2 WGC Dependencies.  The WGC will interact with the WCP for electronic configuring of the WCP.  The WGC may also interact with other network management systems.

1.5.2.5.3 Payload.  WIN-T personnel will install, operate, and maintain the WCP payload, to include conducting any required manual pre-flight configuration of the payload.  Configuration changes will be conducted electronically and remotely.  Army and/or contractor depot level support personnel will conduct all levels of maintenance.  

1.5.2.5.4 WCP Ground Controller.  The WCP will be operated by the signal battalion/brigade network manager and will be located in and transported with the NETOPS Cell.  

1.5.2.5.5 Electro-magnetic Spectrum.  Spectrum management for the WCP will be conducted by WIN-T NETOPS through the Army component senior spectrum manager and coordinated with the theater spectrum manager.  WIN-T Spectrum managers will ensure that the spectrum plan and subsequent plans are distributed to allow for rapidly changing operations and multiple contingencies.  Due to the large footprint generated by the WCP, spectrum management will require detailed planning and integration with ongoing operations.

2.  
Threat.  The threat to the WCP is identical to the threat to the platform upon which it resides and threats identified to the WIN-T Network by the approved WIN-T Star.

2.1. Threat to be Countered.  The threat to be countered is identical to the threat to be countered for the platform upon which the WCP resides and threats identified to the WIN-T Network by the approved WIN-T Star.  

2.2. Projected Threat Environment.  The projected threat environment is identical to the threat environment for the platform upon which the WCP resides.
3. 
Shortcomings of Existing Systems and C4ISR Architectures.

3.1.
The Army’s existing tactical communications network and C4ISR capabilities are not capable of supporting the OF warfighters’ needs.  The forces’ current tactical communications system served well to support yesterday’s command, control, and support services that relied heavily on voice and short text messaging.  Today’s warfighter depends on a much broader spectrum of information services: video/multimedia, graphics data, imagery, collaborative planning tools, embedded training in a synthetic environment, remote interactive BOSs, and distributed data bases.  Tomorrow’s OF warfighter requires an offensively oriented network enabling battle command on the move, Information Dissemination capabilities, extended reach and reachback, and increased throughput. Information exchange requirements (IERs) generated by the Army’s OF and rapidly changing warfighting doctrine and tactics exceed the capability and potential of the current tactical communications infrastructure.  These developments demand an exponential increase in communications capacity as well as great advances in information security, mobility, efficiency, and transparency. The existing C4ISR and communications architecture does not enable sensor fusion.  Sensors must be part of the network, the routing of sensor information is critical to the “Decision Action Cycle”.  The OF C4ISR architecture must support “act on cues” as opposed to “reacting” from sensor information. Many information, automation, and communication lessons were learned in the 1990’s from experiences such as Desert Storm (Iraq), Operation Joint Forge (Bosnia-Herzegovina), Joint Guardian (Kosovo) and the Army Warfighting Experiments.  Operational concepts have changed significantly and warfighter expectations for mobility and offensive orientation have outgrown the scope of MSE and TRI-TAC service.

3.2.
The current tactical networks cannot be effectively or efficiently modified to satisfy these operational requirements.

3.3.
Changes in doctrine, training, organizations, or logistics support will not satisfy operational requirements.  

4.  Capabilities Required.

4.1. System Performance.  The WIN-T ORD has approved requirements for the WCP.  The following subparagraphs provide clarification of the WCP requirements in support of WIN-T.


4.1.1 Provide range extension to support WIN-T.  The range extension capabilities must be designed in a manner that will eliminate or minimize, to the greatest extent possible, interference with other communications equipment not intended to receive WCP traffic.


Rationale:  The WCP must provide range extension for WIN-T in the future extended battlespace of up to five divisions and/or their enhanced brigades deployed to and operating independently in a theater.  This capability will provide the necessary bandwidth for battlefield video teleconferencing, intelligence feed, Global Broadcast and other Warfighter C4ISR voice and data Army Battle Command System requirements between nodes/TOCs.


4.1.2 Provide for remote control of the WCP via an on-board communications manager.  The WGC should also alert the system manager when the range of maneuvering troops is likely to exceed range extension capabilities.

     Rationale:  Changes to the mission and/or communications requirements and changes in various commanders being supported will require the WCP to be capable of being reprogrammed while in flight by the WGC operators.  Additionally, the system manager must have a method of determining when and where the useful range extension will be exceeded.  This must occur in enough time to allow the manager to adjust.


4.1.3 Provide WIN-T communications between multiple UA Infospheres as well as within the individual UA Infosphere as required to support the warfighter.


Rationale:  This will allow gateway communications as required to support the warfighter across extended distances beyond line-of-sight within the WIN-T network.                                                                                                       


4.1.4 Provide extension of WIN-T network services (routing, network discovery, information assurance, prioritization of traffic, switching, digitizing, compressing, packetizing, multiplexing).  The system should objectively be compatible with the WIN-T Personal Communications Device (PCD) to support a Joint Task Force operating in a specified theater of operations as provided for in the WIN-T ORD.


Rationale:  Will support the warfighter’s need for quality of service and information assurance to insure delivery of high priority information.  Will also objectively support a WIN-T PCD capability for Battle Command On-The-Move (BCOTM) operations.  


4.1.5 The WCP reliability shall be 1000 hours Mean Time Between Essential Function Failure (MTBEFF).


Rationale:  The OF requires highly reliable equipment to ensure communications.  WIN-T network reliability drives this type of node reliability. 


4.1.6 The Mean Time to Repair (MTTR) for the WCP is 1 hour utilizing a signal unit field maintainer.


Rationale:  Due to the highly deployable and mobile UA environment, there will be a minimal load capacity for spares and spares available.  
4.2
Information Exchange Requirements (IER). The WCP will have both internal and external IERs.  Internal IERs will be exchanges between WCPs on separate platforms or between components of the WCP.  External IERs will be exchanges between systems external to the WCP that transmit information and those that receive it.  Both internal and external IERs are identified in table 1.

4.3.
Logistics and Readiness. WCP must be supported by the DoD logistics infrastructure and the Army automated logistics systems in place at the time of fielding.

4.3.1 The WCP hardware size, weight, and power (SWAP) shall be compatible with specifications in the host UAV. 

RATIONALE:  The WCP hardware must conform to SWAP constraints of host platforms.

4.3.2 The WCP internal test and diagnostic Built-In-Test (BIT) provisions shall be capable of fault isolation to the line replaceable unit (LRU). 

RATIONALE:  Fault isolation to LRU by BIT simplifies troubleshooting and leads to reduced need for technical training.

4.4.
ESOH and Other System Characteristics
4.4.1 The following environmental requirements are for protected WCP components.  Storage and transit:  -60 degrees F to + 160 degrees F

       Operating internal:  Shall operate within parameters that the host platform provides

4.4.2 Protected components must continue to function after exposure to High-altitude Electromagnetic Pulse (HEMP) (e.g. nuclear) and non-nuclear EMP.  Similarly, performance shall not be degraded when exposed to its operational electromagnetic environment (natural or man-made).

4.4.3 The WCP shall survive the effects of Electrostatic Discharge (ESD) and Near Strike Lightning (NSL) to the extent that full performance can be restored by the operator. 

RATIONALE:  Lightning is hazardous to platforms/systems and provision for lightning protection should be incorporated in the design.  The system shall control and dissipate the build-up of electrostatic charges caused by precipitation static (p-static) effects, fluid flow, air flow, space and launch vehicle charging, and other charge generating mechanisms to avoid fuel ignition and ordnance hazards, to protect personnel from shock hazards, and to prevent performance degradation of damage to electronics.

4.4.4 The WCP shall be capable of being operated and maintained in a nuclear, biological, and chemical (NBC) environment to include decontamination procedures using existing solvents. 

RATIONALE:  NBC contamination survivability requires that mission essential systems survive the nuclear residual effects of radioactive contaminants and neutron induced gamma activity as well as chemical/biological contaminants.  This is separate from surviving initial effects of nuclear weapons (i.e. HEMP).

4.4.5 The WCP shall be capable of incorporating power management to achieve maximum efficiency. 

RATIONALE:  The WCP will be constrained to operate within power constraints of existing host platforms.  Power consumption management conserves available power.

4.4.6 To operate globally, the WCP, as a component of WIN-T, shall comply with applicable National and International spectrum management policies and regulations; be mutually compatible with other electric or electronic equipment within its expected operational environment; and be approved by the United States Military Communication Electronic Board (MCEB) application for equipment frequency allocation and associated Joint frequency working group file number. 

RATIONALE:  The WCP must co-exist with other equipment and operate in its operational environment without interference with other systems that may be operating.  To support worldwide deployment, the WCP will be expected to adhere to existing national and international regulations.

5.  Program Support.  The Joint potential designator from the Air Force, Navy and Marine Corps for WIN-T, of which WCP is a component of, is Joint Interest. 

5.1
Maintenance Planning. The WCP must be supportable by a standard Army maintenance system in place at the time of fielding.  Commonality of components and modular component design shall be used to simplify and reduce sustainment, support, multi-functionality, and contribute to simplification of deployment, maintenance and training.  The WCP will use embedded health monitoring, built-in-test, self-diagnostics, and self-repair to the maximum extent feasible.  The system will be designed so that most field repairs can be performed by the operators.

5.2
Support equipment.  The WCP will make maximum use of built-in-test/built-in-test equipment (BIT/BITE) and will provide common tools/sets and outfits.  The goal is to eliminate the requirement of external test equipment and special tools.  If external test equipment is needed, standard Test, Measurement and Diagnostic Equipment will be used to the maximum extent possible.  Standard tools will be used for maintenance and repair of the WCP components.  Special purpose electronic test equipment, special purpose support equipment, and special purpose tools should be avoided to the maximum extent possible.

5.3.
C4I/Standardization, Interoperability, and Commonality.  

5.3.1 The WCP shall adhere to the same standards as the systems for which it provides range extension.  Additionally, all subsystems of the WCP shall interoperate seamlessly, further all cross-banded and cross-linked elements shall interoperate similarly.

5.3.2 WCP must seamlessly interoperate with strategic/sustaining base, GIG, Joint, Coalition, US commercial, NATO and Allied networks, which operate at multiple security levels (cryptologically separate networks) and the voice network.

5.3.3 WCP must comply with applicable information technology standards contained in the DoD JTA, to include DII/COE compliance for management systems.  The network components shall have a common set of protocols, use commercial standards, be modular in design, scalable to user requirements, and adaptable to the evolution of the war fight and shall comply with applicable MIL-STDs, the JTA standards, COE, and NATO Standardization Agreements (STANAGs).

5.3.4 WCP must meet certification and accreditation processes as mandated in DODI 5200.40, DoD Information Technology Security Certification and Accreditation Process.

5.3.5 The WCP System architecture must be consistent with National Airspace System architecture to include compliance with emerging Air Traffic Control communications navigation and surveillance, and Global Air Traffic Management requirements.

5.3.6 The frequency range of the WCP must be flexible enough to adapt to changes in DoD and non-DoD Government frequency spectrum allocations, as well as being capable of being used in civilian bands, both in the continental United States and overseas.  The key steps to assure radio frequency spectrum support are spectrum certification, frequency assignments, and host nation coordination.  The WCP will support the DoD Defense in Depth Strategy.

5.4. Computer Resources.  The WCP shall conform to the same standards as those systems for which it provides range extension.  System software for the WCP shall conform to appropriate DII/COE protocols and standards. xe "Computer Resources"  
5.5. Human Systems Integration (HSI)/MANPRINT.  


5.5.1 Manpower and Force Structure Assessment. WCP systems will be installed, operated and maintained (IOM) and managed by signal personnel. New equipment will be IOMed and managed by personnel currently responsible for those tasks.  New MOSs may replace some existing MOSs.  Maintenance will consist of field (unit/crew) and sustainment (organic/contractor depot(s)) personnel for support of new and/or non-standard equipment introduced under WCP.  WCP will not increase existing Army Force Structure

5.5.2 Human Engineering Constraints.  The WCP system must be easily maintainable, incorporating the principles of modularity and commonality.

5.6.
Training. 

5.6.1 Concept.  System design will minimize training costs and time.  Maximum emphasis will be placed on Distance Learning technologies that reduce the requirement for trainers to travel to all units receiving the WCP.

5.6.2 Operational and maintenance training will be provided during New Equipment Training (NET) and initial fielding.  Follow-on training will be provided through service-specific, formal, training channels.  Maximum advantage will be taken of available embedded training.

5.6.3 Training Support Packages (TSP).  Individual and Collective TSPs must be developed for the WCP.  The TSPs will be interactive multi-media simulations based programs presented on the operational system that can be delivered as web based training or can be accessed on a computer based system in a classroom or in a learning center environment.  The TSPs will be designed to support effective training for operators, maintainers, and leaders in live virtual and constructive environments.  For the individual, the package will have a self-tutor program to support orientation, indoctrination, operational capabilities, functionality, and detailed individual operator training in data entry, moving between menus and screens, and data retrieval.  The program will critique operator progress through the training and provide remedial training as necessary.  For collective training, the package must provide scenario driven training programs tailored to specific mission and contingency plans so units and staffs can practice, rehearse, and train under expected mission conditions.  The program will critique all aspects of the collective exercise and provide remedial training as required.

5.6.4 The NET developed products can serve as the basis for institutional training development, unit sustainment, and rapid train-up of replacement personnel in support of contingency operations.  All training products will be Sharable Content Object Reference Model (SCORM) compliant and reusable for resident training and Distance Learning.  All simulations and simulators will be High Level Architecture (HLA) compliant.  Standard accurate data and models of the WCP will be developed for use in current and future virtual and constructive simulators/simulations (e.g., the Warfighter’s Simulation).  Interactive Courseware (ICW) and Structured Interactive Application Training modules will be embedded into mission application environments as TSPs.  These modules may be delivered via network servers, CD-ROM, or Web-based training.  TSPs for an individual system include the sum total of the training support products and training infrastructure required to execute the training strategy for institutional, unit sustainment and new equipment training.  Training Support Products will include Training Aids, Devices, Simulators and Simulations (TADSS), Embedded Training, Web Based Training, Computer-Assisted Training, Lesson Plans, Program of Instructions (POIs), Doctrine Tactics Techniques and Procedures, and Electronic Technical Manuals.  Training support infrastructure may include; classrooms/training facilities, fixed tactical internet and training instrumentation systems for homestation, Combat Training Centers (CTCs), and while deployed.  A training analysis will be performed by the training proponents and the Program Manager to design the most appropriate and cost effective training products, delivery methods, and life cycle training support for the WCP. 

5.6.5 It is essential that the training base for each service be equipped with WCPs before the operational units in order for service personnel to be adequately trained.

5.7.
Other Logistical and Facilities Considerations.  Logistics support should include sufficient quantities of Mobility Readiness Spares packages and Primary Operating Stocks for continued supportability.  In compliance with the Continuous Acquisition Lifecycle Support program, the WCP shall comply with specifications and standards approved within the DoD for creation, use, and management of technical and other data in digital form.

5.8.
Transportation and Basing.  The WCP will be deployed on-board a UAV.  It will be based with the UAVs providing the support.

5.9. Geospatial Information and Services. N/A.

5.10. Natural Environment Support. N/A.
6.
Force Structure.  The WCP, as a component of WIN-T, will be an Army system fielded for use on various UAV platforms.  The WCP will be operated and maintained by Army signal personnel.  

7.
Schedule.

7.1
Initial Operational Capability (IOC). FY 2008.
7.2
Full Operational Capability (FOC). FY 2020.  
8.   Program Affordability. The WIN-T ORD, which is JROC approved, has the requirements for the WCP identified and approved.  PM WIN-T will fund the WCP.A material solution has not been identified.  Pre-milestone “C” is based on dual contractor proposals with a down select and contract award scheduled for FY06.

Table 1

	WCP IER #
	UJTL
	EVENT Causes Info to be Exchanged
	INFO CHAR How and What
	SENDING

NODE
	REVEIVING NODE
	Critical
	FORMAT DATA VOICE and/or VIDEO

	1
	OP 5.1.1 COMM OPER INFO
	Tactical and Operational Planning and Execution Information Exchange
	Command and Control for Network Operations
	NETOPS

Cell WGC
	WIN-T Payload WCP
	Yes
	Data

	2
	OP 5.1.1 COMM OPER INFO
	Tactical and Operational Planning and Execution Information Exchange
	Payload Control and Status
	WCP
	WGC
	Yes
	Data








