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 Telecommunications System Engineering Course 

Datacom Homework #2 
Chapter 5

1.  Define: modulation, encoding scheme, data signaling rate, modulation rate, baud, data element, signal element, differential encoding

2.  List the three primary factors that determine how successful a receiver will be at interpreting an incoming signal.

3. Explain how signal spectrum relates to encoding scheme.

4. What advantages does an encoding scheme with no direct current component offer?

5.  Explain the advantages and disadvantages of multi-level binary encoding.

6.  (a)  How many bits are required to represent 256 quantization intervals in one signal element?

     (b)  Given that the number of bits-per-baud in a certain device equals the same number of bits necessary to represent 256 quantization intervals (in one signal element); if this certain device had a modulation rate of 1x106 signals per second, what would that data rate be in KBps (KBps = KiloBytes per second, not Kilobits per second)?





7.  Question 5.1, Stallings, Data and Computer Communications, 6th Edition 


Which of the signals in table 5.2 use differential encoding?

8.  Question 5.7, Stallings, Data and Computer Communications, 6th Edition.

The waveform of figure 5.23 belongs to a Manchester encoded binary data stream.  Determine the beginning and end of a bit periods and give the data sequence.
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Figure 5.23 A Manchester Stream




9.  Question 5.9, Stallings, Data and Computer Communications, 6th Edition.

10.  Question 5.18, Stallings, Data and Computer Communications, 6th Edition.

11.  Questions 5.19(a), and 5.19(b), Stallings, Data and Computer Communications, 6th Edition.

CHAPTER 2

12.  Explain encapsulation.  

13.  Explain segmentation and reassembly.  Why is segmentation necessary?  

14.  Using a protocol analyzer (Ethereal) located on the TSEC lab computers, capture Ethernet frames and answer the following questions.  


(a)  Look at the frames that you capture; list the layer-2 datalink protocols that can identify in the captured frames?  Which layer-3 “payloads” are being carried by the datalink protocols that you identify?


(b)  Why are some datalink protocols identified as “802.3”, and some labeled as “Ethernet II”?  Which datalink protocol does IP use?  Which does ARP use?  In the “type” field of the datalink protocol, what is the hex code for the IP type and the ARP type?


(c)  Locate a frame carrying the Spanning Tree Protocol (STP).  Which protocol is the STP datagram encapsulated in?  What network component device do you think is generating the STP packets?  Why?


(d)  Look at the TCP header portion of several captured frames.  What window size(s) do you see identified?  Why?  How many bits must be used to represent this sequence number?


(e)  Find a frame carrying DHCP information.  What fields are contained in the DHCP portion of the frame?  DHCP is actually an extension of which protocol?  Which protocol DHCP encapsulated in?

Note for (a-e):  You will want to capture the frames for at least one minute.  Be sure to turn off “name resolution”, or you will be waiting a while the application attempts to resolve every IP address to a host-name (click display – options – uncheck resolve host name).  Provide printouts of the captured frames / headers / fields in question if necessary.


(f)  Restart Ethereal, and then quickly telnet to 147.51.166.25 and provide the password in an attempt to login?  After you attempt login, stop the capture and view the captured frames.  Can you identify frames that carried the password information that you typed in?  How many frames were required to carry the password(s) information.  Where you able to actually view the password information once it was riding in the frame(s)?  What does this show you about network security?

Note 1:  You must be logged in as the admin to use Ethereal.

Note 2:  Only print the information that is applicable to the questions.  You may use screen captures to support your answers.  You can perform a screen capture by pressing the ‘Print Scrn’ button.  When you press the ‘Print Scrn’ button, the entire screen content is copied to the clipboard where it can then be pasted into Microsoft Word (or any other application).  Holding the ‘alt’ button and pressing the ‘Print Scrn’ button simultaneously will copy only the content of the window that is in-focus.

18.  Question 2.6, Stallings, Data and Computer Communications, 6th Edition
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