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The CIO Certificate Program, sponsored by the DoD CIO, is a rich up-to-date source of graduate education for federal CIOs to tap in developing their agency personnel. The program responds to the requirements set forth in the Clinger-Cohen Act [of 1996], and established an official certificate to recognize that an individual has received education in the federal CIO competencies. The DoD CIO and the Director, IRM College, sign the certificate. Additionally, students may apply their certificates, equivalent to fifteen graduate level credit hours, toward selected Master’s degree programs at several partner institutions. 
The CIO Certificate Program is organized around eleven subject areas directly related to CIO competencies identified by the federal CIO Council.


Each subject area is articulated as one or more courses in a particular subject or topic. Some courses are designed to be primary offerings, while others are counted as enrichment courses in student programs. Refer to the curriculum framework on following pages..
CERTIFICATE REQUIREMENTS
Award of the certificate requires completion of eight intensive courses (5 days in residence or 10 to 12 weeks in a distributed learning format) OR the Advanced Management Program (AMP) OR a combination of eight intensive and elective courses [Industrial College of the Armed Forces (ICAF) and National War College (NWC) students only]. In order to complete the CIO Certificate Program, students must complete eight courses. Six courses must be primary course offerings in different subject areas; the remaining two courses may be either primary or enrichment listings for any subject area. Primary courses in Policy and Performance and Results-Based Management subject areas are mandatory courses for everyone. 
Students may opt to complete the CIO Certificate with a Information Assurance concentration. This concentration requires four specified courses: Assuring the Information Infrastructure, Critical Information Systems Technologies, Managing Information Security in a Networked Environment, and Developing Enterprise Security Strategies. Completion of the option also qualifies the student for an Information Assurance Certification (NSTISSI No. 4011).
Students in the AMP, a 14-week educational program that provides an integrated perspective of information management, receive credit for core courses for the following primary areas: Policy, Information Resources Strategic Planning, Process Improvement, Performance and Results-Based Management, Technology Assessment, and Acquisition. Other credits may be earned for electives and the specialty track, fully qualifying students for the CIO Certificate within the program. Depending on which electives or specialty track are selected, graduates may need to earn additional credits after graduation to complete the CIO certificate.
ICAF and NWC students may fulfill part of the eight-course requirement during their academic year by enrolling in selected electives. Remaining requirements may then be met by returning after graduation to complete the necessary intensive courses.
Regardless of approach taken to complete the certificate, participants should confer with their supervisors to determine the subject areas and courses that are most critical for their positions and organizations.
From time to time, the IRM College may add or delete courses. However, students receive credit for courses they have taken while in the program.
Participants have up to four years from the date of acceptance to complete the program, although students may have no more than 18 months of inactivity.
METHODOLOGY 
The primary teaching methodology of resident and distributed learning courses is the seminar format, supplemented by guest speakers, that requires interaction and engagement by all participants in discussions, and individual and collaborative exercises. To receive credit for courses successfully completed, students participate in assessments such as individual papers and projects, and team projects and presentations. Assessments must be submitted within three weeks after the course has ended.
PROGRAM ELIGIBILITY
The CIO Certificate program is open to federal civilians in the grades of GS/GM 13 to 15 and military officers in the grades of O-5 to O-6. A bachelor's degree from a regionally accredited institution is required. Applicants who are no more than one grade lower than minimum requirements or who do not meet the degree requirement may request a waiver. Industry or international students participating in the AMP may apply for the CIO Certificate if they meet all requirements for the certificate while enrolled in the AMP; they may not enroll in the CIO Certificate Program after graduation. Industry students who desire to complete the program through intensive courses are eligible to attend provided they are sponsored by a DoD agency or service. In this case, the letter of recommendation must be signed by the DoD component.
APPLICATION PROCEDURES
Applicants may apply at any time for the intensive course version by submitting a letter of nomination from the supervisor and a CIO Certificate Program Application Form. Individuals requesting a grade or degree wavier must include a request for waiver signed by their supervisor that completely documents why the exception should be considered. Applicants interested in the AMP should consult the IRMC Home Page for dates, specific application requirements, and fees.
While the program is open to all federal employees, DoD students have priority placement in courses. Once individuals are initially admitted into the program, registration for intensive courses can be completed through normal procedures using a DD Form 1556-1 or equivalent training form.
FEES
There is no tuition for students who are DoD employees. Non-DoD employees are required to pay tuition of $850 per intensive course during fiscal year 2002, and must submit payment no later than the class end date. If payment is not received the student's account will be delinquent, and the student will not be allowed to attend future classes. (See student policies for details)
IRMC Courses Supporting
Clinger/Cohen Federal CIO Competencies
AMP and Intensive Curriculum Framework
In order to complete the CIO Certificate Program, students must complete eight courses. Six courses must be primary course offerings in different subject areas; the remaining two courses may be either primary or enrichment listings for any subject area. Primary courses in Policy and Performance and Results-Based Management subject areas are mandatory courses for everyone.
To complete the Information Assurance concentration, the following four courses must be completed as part of the eight-course requirement: Assuring the Information Infrastructure (AII), Managing Information Security in a Networked Environment (SEC); Developing Enterprise Security Strategies, Guidelines and Policies (ESS); and Critical Information Systems Technologies (CST). AII and CST will count as primary offerings for two subject areas: Security and Assurance and Technology Assessment. Additional credit is provided for two enrichment courses.

KEY COMPETENCY SUBJECT AREA
AMP COURSES
INTENSIVE COURSES

1. Policy
PRIMARY
Core courses 

ENRICHMENT
Track: Critical Frameworks Underlying Public Policy
Elective: Executive Overview of Information Operations
PRIMARY
NWC: New World of the CIO 

ENRICHMENT
IWO: Information Operations

2. Information Resources Strategic Planning
PRIMARY 

Core courses
PRIMARY 

IMP: Information Management Planning
EAI: Enterprise Applications: Issues in Stratigic Planning and Implimentation

3. Leadership/ Management
PRIMARY 

Elective: Third Wave Organizations
ENRICHMENT
Elective: The Paradox of Information Overload!
Elective: Knowledge Management: Leveraging Intellectual Resources
PRIMARY 

LDC: Leadership for the Information Age
OR
HRI: Strategic Human Resource Issues for IT Organizations
ENRICHMENT
KMI: Knowledge Management: Leveraging Intellectual Resources

4. Process Improvement
PRIMARY 

Core courses
ENRICHMENT
Track: Best Practices in Change Management
PRIMARY
LTO: Improving Organizational Processes


5. Capital Planning and Investment
PRIMARY 

Elective: IT Capital Planning
PRIMARY 

MTI: IT Capital Planning

6. Performance and Results Based Management
PRIMARY 

Core courses
ENRICHMENT 

Elective: Information Visualization
PRIMARY
MOP: Measuring Results of Organizational Performance
ENRICHMENT
INV: Information Visualization

7. Technology Assessment
PRIMARY
Core courses
OR
Elective: Critical Information Systems Technologies
ENRICHMENT
Elective: The Information Highway
Elective: Applying Multimedia Technologies
Elective: Intelligent Agents
Elective: Computer Modeling & Simulation
PRIMARY 

CST: Critical Information System Technologies
ENRICHMENT
IHW:

HYPERLINK "courses2001/ihw2001.htm"
 The Information Highway 

IDS: Improving Organizational Performance with Intelligent Decision Systems
GEN: Global Enterprise Networking & Telecommunications

8. Architectures and Infrastructures
PRIMARY 

Elective: Enterprise Architectures for Managers
PRIMARY 

ARC: Managing Information Architectures and Infrastructures
OR
DMS: Data Management Strategies and Technologies: A Managerial Perspective

9. Security and Assurance
PRIMARY
Elective: Assuring the Information Infrastructure
ENRICHMENT
Track: Enterprise Security Strategies
Elective: Managing Information Security in a Networked Environment
PRIMARY 

AII: Assuring the Information Infrastructure
ENRICHMENT
SEC: Managing Information Security in a Networked Environment
ESS: Developing Enterprise Security Strategies, Guidelines, and Policies

10. Acquisition
PRIMARY

Core courses

ENRICHMENT

Track: Information Technology Project Management

Elective: Software Acquisition Management for Executives
PRIMARY

ITA: IT Acquisition for the CIO

ENRICHMENT

ITP: IT Project Management

CAR 805: Contemporary Approaches to Acquisition Reform

IRM 303: Advanced Information Systems Acquisition

SAM 301: Advanced Software Acquisition Management

APMC: Information Technology Elective Track

11. E-Government/
E-Business
PRIMARY
Elective: Electronic Commerce: Doing Business in the Digital world
PRIMARY
EGV: E-Government

OR
ECB: E-Business: A Net-Centric Approach

ENRICHMENT

ENE: E-Channels in a Network Economy
WEB: Strategic Management of Web Sites
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